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Notes:

This deck features social posts for use in June across Facebook, Twitter, Instagram and LinkedIn.

With a focus on identity theft, we have also included posts relating to ticketing and the ongoing cost of living challenges. 

These will be posted by the Take Five Facebook, Twitter, Instagram and LinkedIn channels on the date suggested in the deck, however, feel free to use the assets at your convenience.

Each post consists of text (copy) and an asset (image or animation). Once saved, you can upload onto your social channels with a copy of the associated text from the deck.​

Please do not include links in posts. If you would like to provide a link to a website or specific webpage, please use a Twitter, Facebook or LinkedIn card. Instagram doesn’t allow for the inclusion of clickable links within posts.


	
Take Five to Stop Fraud Social Media Calendar
June 2023

	Date
	Platform
	Copy
	Asset

	Thursday 1st June
	Facebook, Instagram LinkedIn, Twitter
	Criminals like to phish for your personal information. This can be via social media or even post that you’ve thrown away. 

Destroy unwanted documents including bills, bank statements or post that’s in your name, preferably by using a shedder.

#StopChallengeProtect
	








	Friday 2nd June
	Facebook, Instagram LinkedIn, Twitter
	Identity theft is when your personal information is stolen and used to open bank accounts apply for plastic cards and loans or for government benefits and documents such as passports and driving licences in your name.

Find out how you can protect yourself 👇
	


Link for card: https://www.takefive-stopfraud.org.uk/advice/general-advice/identity-theft/


	Monday 5th June
	Facebook, Instagram LinkedIn, Twitter
	Ever lost a credit or debit card?

Remember that the best thing to do if you ever lose your cards is to cancel them immediately by contacting your bank or credit card company.

If your passport, driving licence, or other personal information has been lost or stolen, immediately contact the organisation that issued it.

#TakeFive #StopChallengeProtect✋☝️👊
	




	
	Twitter
	Ever lost a credit/debit card?

Cancel any lost or stolen credit or debit cards immediately by getting in touch with your bank or credit card campany. #TakeFive
	


	Tuesday 6th June
	Facebook, Instagram, LinkedIn
	If transactions appear on your bank statement that you don’t recognise or you receive letters about loans or credit cards you didn’t apply for your identity could have been stolen. 

Be sure to destroy unwanted documents including bills, bank statements or post that’s in your name, preferably using a shedder.

Request copies of your personal credit report from a credit reference agency on a regular basis to check for any entries you don’t recognise.

Contact your bank immediately if you think you’ve fallen for a fraud or scam and report it to Action Fraud. If you’re in Scotland, report to Police Scotland directly by calling 101.

#TakeFive #StopChallengeProtect✋☝️👊
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	Twitter
	Destroy unwanted documents including bills, bank statements or post that’s in your name, preferably using a shedder. 

Request copies of your personal credit report from a credit reference agency on a regular basis to check for any entries you don’t recognise.

#TakeFive
	
[image: ]


	Wednesday 7th June
	Facebook, Instagram, LinkedIn
	Looking to book tickets for a big fight or other sporting event?

Always make sure to do your research before paying for tickets as it could be a scam. Criminals may get in touch to advertise fake tickets. 

If you think you’ve bought a fake ticket, contact your bank immediately. 

#TakeFive
	
[image: ]


	
	Twitter
	Looking to book tickets for a big fight or other sporting event?

Always make sure to do your research before paying for tickets as it could be a scam. 

If you think you’ve bought a fake ticket, contact your bank immediately.

#TakeFive

	
[image: ]


	Friday 9th June
	Facebook, Instagram, LinkedIn
	Are you moving house?

Use a redirection service when moving to a new home such as the one provided by the Royal Mail as well as informing your bank, card company and other organisations you have accounts with to let them know your new address.

Contact your bank immediately if you think you’ve fallen for a fraud or scam and report it to Action Fraud. If you’re in Scotland, report to Police Scotland directly by calling 101.

#TakeFive #StopChallengeProtect✋☝️👊

	
[image: ]

	
	Twitter
	Are you moving house?

Use a redirection service when moving to a new home such as the one provided by the Royal Mail as well as informing your bank, card company and other organisations you have accounts with to let them know your new address.

#TakeFive
	
[image: ]

	Monday 12th June
	Facebook, LinkedIn
	How you can spot if your identity has been stolen:

⚠️ Transactions appear on your bank statement that you don’t recognise.

⚠️ You receive letters about loans or credit cards you didn’t apply for.

⚠️ You’re told you’re already claiming government benefits when you apply.

⚠️ You receive bills, invoices or receipts addressed to you for goods or services you haven’t asked for.

⚠️ A mobile phone contract has been set up in your name without your knowledge.

#TakeFive #StopChallengeProtect✋☝️👊
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	Twitter
	How to spot ID theft: 

⚠️Transactions appear on your bank statement you don’t recognise. 

⚠️You receive letters about loans/credit cards you didn’t apply for. 

⚠️ You receive bills, invoices or receipts for goods/services you haven’t asked for.

#TakeFive
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	Tuesday 13th June
	Facebook, Instagram, LinkedIn, Twitter
	Think your post is being stolen?

Be careful if other people have access to your post and contact Royal Mail if you think your post is being stolen. 

#StopChallengeProtect
	
[image: ]


	Wednesday 14th June
	Facebook, Instagram, LinkedIn
	Criminals impersonate energy companies, government departments and regulators offering refunds or financial support relating to utilities bills.
They want to trick you into making payments or handing over your personal or financial information. They may contact you by email, phone or message.
Remember to #StopChallengeProtect
	
[image: ]


	
	Twitter
	Contacted about your bills with a request for your personal/financial info?
✋ Only give info to services you have consented to and expect contact from
☝️ Could it be fake? It’s ok to say no
👊 Think you’ve fallen for a scam? Contact your bank and report to @actionfrauduk
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	Thursday 15th June
	Facebook, Instagram, LinkedIn
	Keep your personal information secure when using your card over the phone, on the internet, or in shops by ensuring that others can’t overhear you or see your information. 

#TakeFive #StopChallengeProtect
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	Twitter
	Keep your personal information secure when using your card over the phone, the internet, or in shops by ensuring that others can’t hear you or see your information.

#TakeFive 
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	Friday 16th June
	Facebook, Instagram, LinkedIn
	Looking forward to going to see your favourite musician perform or your team play live?
When you’re buying tickets remember to stay safe from ticket fraud.
Criminals may get in touch via text, email, DM or message to offer what turn out to be fake tickets. They create fake posts or pages on social media to scam those looking for tickets.
Contact your bank immediately if you think you’ve fallen for a scam and report it to Action Fraud.
#TakeFive #StopChallengeProtect

	



	
	Twitter
	Looking forward to a live event?
When buying your tickets remember to stay safe from ticket fraud. Criminals may get in touch to advertise fake tickets. 
Think you’ve fallen for a scam? Contact your bank immediately and report to Action Fraud.
#TakeFive



	




	Monday 19th June
	Facebook, Instagram, LinkedIn
	Remember to follow the #TakeFive advice to avoid identity theft. 

⚠️ Destroy unwanted documents including bills, bank statements or post that’s in your name, preferably by using a shedder.

⚠️ Request copies of your personal credit report from a credit reference agency on a regular basis to check for any entries you don’t recognise.

⚠️ Be careful if other people have access to your post. Contact Royal Mail if you think your post is being stolen.

⚠️ Cancel any lost or stolen credit or debit cards immediately.

⚠️ If your passport, driving licence, cards or other personal information are lost or stolen, immediately contact the organisation that issued it.

#StopChallengeProtect✋☝️👊
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	Twitter
	Follow the #TakeFive advice to avoid identity theft: 

⚠️Cancel any lost or stolen credit/debit cards immediately and destroy unwanted bills and bank statements.

⚠️Contact Royal Mail if you think your post is being stolen.

⚠️Be careful about the info you share online.
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	Tuesday 20th June
	Facebook, Instagram, LinkedIn, Twitter
	Criminals target those looking for last minute tickets.
Book tickets directly with official sellers who are members of @STARticketing, as anything else could be fraudulent. If you see an offer/price that look too good to be true ask yourself – could it be fake?
#TakeFive
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	Wednesday 21st June
	Facebook, Instagram, LinkedIn
	The ongoing cost of living challenges mean many people’s budgets are that much tighter. 💸 Criminals are taking advantage by impersonating retailers, government departments, utility companies and other trusted organisations.

Keep your money safe 🔐 If you're asked to share personal or financial details, follow @TakeFiveStopFraud's advice and #StopChallengeProtect ✋☝️👊

Contact your bank immediately if you think you’ve fallen for a scam and report it to Action Fraud. If you’re in Scotland report to Police Scotland directly by calling 101
	
[image: ]


	
	Twitter
	The cost of living challenges mean everyone's budgets are tighter. 💸 Criminals are taking advantage of this by impersonating retailers, government and utility companies. Keep your money safe. If you're asked to share personal/financial info #StopChallengeProtect ✋☝️👊
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	Friday 23rd June
	Facebook, Instagram, LinkedIn
	Remember to be careful about the information you share online. Criminals use the information that they find on social media to commit identity theft.

Make sure your privacy settings are secure and only accept invitations from people you know.

If transactions appear on your bank statement that you don’t recognise or you receive letters about loans or cards you didn’t apply for should contact your bank or card company immediately.

#TakeFive #StopChallengeProtect ✋☝️👊
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	Twitter
	Remember to be careful about the info you share online.

Criminals use what they find on social media to commit identity theft. Make sure your privacy settings are secure and only accept invitations from people you know. 

#TakeFive
	
[image: ]





	Tuesday 27th June
	Facebook, Instagram, LinkedIn
	Criminals could use your lost driver’s licence to steal your identity.

Criminals can steal your identity in a number of ways, for example finding your statements in your rubbish or stealing your driving licence or cards from your purse or wallet. Social media can also be used by criminals to find out personal details and build a better picture of your identity.

If you receive letters about loans or credit cards you didn’t apply for you could be a victim of identity theft and should contact your bank immediately and report to Action Fraud.

#TakeFive #StopChallengeProtect✋☝️👊
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	Twitter
	Criminals can use your lost driver’s licence to steal your identity.

If you receive letters about loans or credit cards you didn’t apply for you could be a victim of identity theft and should contact your bank immediately and report it to Action Fraud. 

#TakeFive
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	Wednesday 28th June
	Facebook, Instagram, LinkedIn
	Do you regularly check your credit report?

It is important that you do. Look out for entries that you don’t recognise and report them immediately. 

Remember, criminals can use your personal information to open bank accounts, take out loans and apply for cards. If you spot transactions on your statement that you don’t recognise, contact your card company immediately.

If you’re worried your personal details may have been stolen, you can contact your bank and report to Action Fraud. If you’re in Scotland report via 101.

#TakeFive #StopChallengeProtect✋☝️👊
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	Twitter
	Do you regularly check your credit report?

It is important that you do. Look out for entries that you don’t recognise and report them immediately.

 #TakeFive
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	Thursday 29th June
	Facebook, Instagram, LinkedIn
	Have you made an application for credit recently and been rejected?

Request copies of your personal credit report from a credit reference agency on a regular basis to check for any entries that you don’t recognise.

Contact your bank immediately if you spot transactions you don’t recognise.
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	Twitter
	Made an application for credit and been unexpectedly rejected?

Request copies of your personal credit report from a credit reference agency regularly to check for any entries you don’t recognise. Contact your bank immediately if you spot transactions you don’t recognise.
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	Friday 30th June
	Facebook, Instagram, LinkedIn
	Remember to be careful who you share your personal information with online.

If you receive a request from a stranger to connect online, always stop and think. Criminals can use your information to commit identity theft. It is always important to cancel any lost or stolen cards immediately.

If transactions appear on your bank statement that you don’t recognise or you receive letters about loans or cards you didn’t apply for you could be a victim and should contact your bank or card company immediately on a number that you know is genuine such as the one on their website or the back of your card.

Also report it to Action Fraud. If you’re in Scotland, report to Police Scotland directly by calling 101.

#TakeFive #StopChallengeProtect✋☝️👊
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	Twitter
	Be careful who you share your personal information with online.

If you receive a request from a stranger to connect online, stop and think. Criminals can use your info to commit ID theft. It is always important to cancel any lost/stolen cards immediately. #TakeFive
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